Bachelor of Science in Security Management (BSSEC) Program Student Learning Outcomes

1. Students will be able to identify and describe key components of business operations and continuity, client relations and corporate security management methodologies.

2. Students will be able to describe corporate investigative techniques, applicable laws and regulations, investigative interviewing methodologies, evidence collection procedures, preparation of reports, and investigation case management.

3. Students will be able to design, direct, manage and apply threat assessment and risk analysis, and describe the implementation of ongoing evolution of security measures.

4. Students will be able to apply security best practices to critical incident responses such as natural disasters, workplace violence, catastrophic events, and other internal and external risks and threats.

5. Students will be able to apply critical-thinking and decision-making skills to effectively solve ethical situations related to personnel management in the security industry.

6. Students will be able to evaluate and apply security technology needs for an organization based on security industry standards.

7. Students will be able to describe and analyze the components of effective loss prevention and workplace safety programs based in security industry best practices and standards.