Cybersecurity Policy and Governance Certificate (Undergraduate)

Data is your organization’s strength — protect it. With our undergraduate Cybersecurity Policy and Governance Certificate you can develop the tools and skills to help businesses and government organizations protect data, manage risk and recover from cyberattacks.

You’ll learn how to:

- Secure information for organizations
- Plan responses to cyberattacks
Cybersecurity Policy and Governance Certificate (Undergraduate)

Institutional accreditation

University of Phoenix is accredited by the Higher Learning Commission (HLC), hlccommission.org. Since 1978, University of Phoenix has been continually accredited by the Higher Learning Commission.
Total credits required: 18

Requirements and prerequisites

You'll need 18 credits to complete this Cybersecurity Policy and Governance Certificate.

6 Core Courses

Here's where you'll pick up the bulk of your program-specific knowledge. By the time you finish these courses, you should have the confidence and skills needed in this field.

- CYB/405: Information Systems Governance
- CYB/407: Information Systems Risk Controls and Auditing Management
- CYB/409: Information Systems Leadership, Projects and Operations
- CYB/411: Information Systems Core Competencies
- CYB/413: Strategic Planning and Finance
- CYB/415: Project Cybersecurity Policy and Governance

Schedule

Attend class whenever it fits your life, day or night because our online classroom is available 24/7/365. Your academic counselor will help schedule your courses for a Cybersecurity Policy and Governance Certificate.

*While widely available, not all programs are available to residents of all states. Please check with a University Enrollment Representative.

Bureau of Labor Statistics (BLS) projections are not specific to University of Phoenix students or graduates.